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 Policy:  Data access accounts will be assigned to each user/user group.  Users will be responsible for maintaining their study data files. Data must be transferred from the acquisition computer by each user/user group to a remote computer or DVD.
Procedure:

      Data Access Accounts

1. Data Access Accounts will be assigned so that users may access their data files.  
2. User data will reside on the analysis computer for approximately 2 weeks after which time it will be removed.  User data files will remain on the server for several months before being purged.
3. It will be the responsibility of each user to transfer their data from the acquisition computer to:

a. DVD or  

b. a remote computer (via the server).

Transferring data to DVD
The DVD burner is located on the Analysis Computer (Tako).  Data must be pushed from the Acquisition Computer (Squid) to the analysis computer then transferred to DVD.

I. Push the data from the Acquisition Computer (Squid) onto the
Analysis Computer (Tako) staging area:

a.  
Create a secure shell on the Acquisition Computer.  
     
Type: “ssh  squid”.

b.  
Type passphrase “omega”.

c.  
Type password “omega2000”.


     II. Copy protect the data onto the analysis computer:
a.  Type:  “cp-a (directory name)/tako_data1/dvd”.
    III. Write data to DVD: 

a. Open a new window to write a DVD. 

b. Specify the DVD device to write to and the path.  
Type: “growisofs-R-J-Z /dev/dvd/tako_data1dvd”.

    III. Unmount volume:

      
   a.   
Right click on cdrom icon.

              VI. Delete (remove) the data from the Analysis Computer (Tako) staging area:


      
   a.  
Type: “rm –r /tako_data1/dvd/(directory name)/”.
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Transferring data to a remote server:

1. Each user group will be assigned an area for their data to reside on the server, however, the data must be pushed to a remote computer.
I.
Type: “scp (source file)_[ destination file(system name:file name)]”.

